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Abstract – The (t,n) visual cryptography (VC) is a 

secret sharing scheme where a secret image is 

encoded into n transparencies, and the stacking of 

any out of transparencies reveals the secret image. 

The stacking of (t-1) or fewer transparencies is 

unable to extract any information about the secret. 

This project discusses the additions and deletions 

of users in a dynamic user group. To reduce the 

overhead of generating and distributing 

transparencies in user changes, this project 

proposes a (t,n) VC scheme with unlimited  n  

based on the probabilistic model. The proposed 

scheme allows n to change dynamically in order to 

include new transparencies without regenerating 

and redistributing the original transparencies. 

Specifically, an extended VC scheme based on 

basis matrices and a probabilistic model is 

proposed. An equation is derived from the 

fundamental definitions of the (t,n) VC scheme, 

and then the (t,∞) VC scheme achieving maximal 

contrast can be designed by using the derived 

equation. The maximal contrasts with t=2 to 6 are 

explicitly solved in this project. 

 

Keywords: visual cryptography, Encoding 

Algorithm, transparencies, probabilistic, dynamic 

user  

INTRODUCTION 

 

 This work proposes a novel scheme for lossy 

compression of an encrypted image with flexible 

compression ratio. A pseudorandom permutation is 

used to encrypt an original image, and the 

encrypted data are efficiently compressed by 
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discarding the excessively rough and fine 

information of coefficients generated from 

orthogonal transform. After receiving the 

compressed data, with the aid of spatial correlation 

in natural image, a receiver can reconstruct the 

principal content of the original image by 

iteratively updating the values of coefficients. This 

way, the higher the compression ratio and the 

smoother the original. 

SCOPE OF THE PROJECT 

 

               The goal of the project is data hiding for 

binary images in morphological transform domain. 

This project process the images based on 2*2 pixel 

blocks and combine two different processing cases 

that the flippability conditions of one are not 

affected by flipping the candidates of another for 

data embedding, namely “orthogonal embedding”. 

 

SWAP EMBEDDING 

 

                   This project flips an edge pixel in 

binary images, equivalent to shifting the edge 

location horizontally one pixel and vertically one 

pixel. A horizontal edge exists if there is a 

transition between two neighboring pixels 

vertically and a vertical edge exists if there is a 

transition between two neighboring pixels 

horizontally. This project swap an morphological 

images. 

WATERMARKED IMAGE 

 

              The watermarked image is obtained 

by computing the inverse for the main 

processing block to reconstruct its candidate 

pixels. Using this module the original 

watermarked image can be seen. 

 

 

 

 

 

APPLICATION 

 Broadcast monitoring 

 Proof of ownership 

 Transcation Tracking 

 Content authentication 
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 Modification  and  multiple Watermark

   

THE SCHEME 

The proposed scheme consider security of image in 

terms of encrypting it with the help of symmetric 

key, hence if someone access all the shares in 

unauthorized way, he/she can’t decrypt it 

completely without symmetric key. This scheme 

manages security as well as decrypted images are 

of same size as original. The scheme is divided into 

three parts:  

 Encryption of original image using 

symmetric key.  

 Generation of Shares  

 Decryption of Overlapped shares.  

ENCRYPTION PROCESS 

 Divide images into blocks such that block 

size equals to key size. 

 Each block is XORed with key and then 

placed again in its original position. Now, 

encrypted image is divided into shares 

using visual cryptography. 

 

DECRYPTION PROCESS 

  Divided into blocks such that block size 

equals to key size.  

 Each block is XORed with key and then 

placed again in its original position. Now 

original secret image is recovered. 

COMPARISON 

 

The existing Visual Secret Sharing schemes 

increases size of decrypted image and security gets 

ruined if someone has access to all shares. The 

proposed scheme improves with respect to size and 

security with a limitation of aspect ratio of original 

image cannot be maintained. 

 

COMPARISON OF PROPOSED SCHEME WITH 

OTHER VCS 
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FUTURE ENHANCEMENT 

 

The project will cover almost all the application 

requirements. Further   requirements  and  

improvements  can  easily  be  done  since the  

coding  is  mainly  structured  or  modular  in  

nature. Further enhancements can be made to the 

application, so that the web site functions very 

attractive and useful manner than the present one. 

At present this project runs only in the systems, 

which has Microsoft ASP.Net & SQL server 2005 

and it should contain internet information services. 

The system can be made attractive by enhancing 

more flexible. For this reason, as well, super 

resolution remains an ill-posed problem in a family 

of enhancement problems whose ultimate goal is to 

elucidate sharp edges and distinct borders while 

maintaining texture continuity. 

ADVANTAGES 

The third party cannot access the data hided 

image .Embedding data using real-valued 

coefficients requires more memory space. We 

observe that the morphological binary wavelet 

transform can be used to track the transitions in 

binary images by utilizing the detail coefficients. 

One rather intuitive idea in employing the 

morphological binary wavelet transform for data 

hiding is to use the detail coefficients as a location 

map to determine the data-hiding locations. 

CONCLUSION 

This project proposes a VC scheme with 

flexible value of n. From the practical perspective, 

the proposed scheme accommodates the dynamic 

changes of users without regenerating and 

redistributing the transparencies, which reduces 

computation and communication resources 

required in managing the dynamically changing 

user group. From the theoretical perspective, the 

scheme can be considered as the probabilistic 

model  of  VC with unlimited. 

                      Initially, the proposed scheme is 

based on basis matrices, but the basis matrices with 

infinite size cannot be constructed practically. 

Therefore, the probabilistic model is adopted in the 

scheme. As the results listed in Table I, the 

proposed scheme also provides the alternate 
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verification for the lower bound proved by Krause 

and Simon. For, the contrast is very low so that the 

secret is visually insignificant. Therefore, in 

practical applications, the values of 2 or 3 for are 

empirically suggested for the proposed scheme. 
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